IT. Niedersachsen

Göttinger Chaussee 259

30459 Hannover

|  |  |  |
| --- | --- | --- |
| [ ]  Neuaufnahme | [ ]  Änderung des Auftragesvom:   .  .     | [ ]  Löschung |

**Hiermit beauftrage ich den IT.N, u.g. Verbindungen über Sicherheitsgateways (Firewall-Systeme) einzurichten, zu ändern oder zu löschen.**

|  |  |
| --- | --- |
| Dienststelle:  |       |

### Auftraggeber (Initiator)

|  |  |
| --- | --- |
| Name der Organisation  |       |
| Vertraglicher Ansprechpartner |       |
| Anschrift |       |
| Telefon |       |
| Fax |       |
| E-Mail |       |

Technischer Ansprechpartner (Initiator)

|  |  |
| --- | --- |
| Name der Organisation  |       |
| Technischer Ansprechpartner |       |
| Anschrift |       |
| Telefon |       |
| Fax |       |
| E-Mail |       |

Verfahrensbeauftragter (Gegenstelle)

|  |  |
| --- | --- |
| Name der Organisation  | ZPD |
| Vertraglicher Ansprechpartner | ASDN, Dez. 44 |
| Anschrift | Tannenbergallee 11, 30163 Hannover |
| Telefon | 0511-9695-2000 |
| Fax |       |
| E-Mail | asdn@zpd.polizei.niedersachsen.de |

Technischer Ansprechpartner (Gegenstelle)

|  |  |
| --- | --- |
| Name der Organisation  | ZPD |
| Technischer Ansprechpartner | ASDN, Dez. 44 |
| Anschrift | Tannenbergallee 11, 30163 Hannover |
| Telefon | 0511-9695-4401 |
| Fax |       |
| E-Mail | asdn-em@zpd.polizei.niedersachsen.de |

Der Auftraggeber bestätigt mit der Abgabe dieses Auftrages, die Kenntnisnahme und Zustimmung der Gegenstelle zu den hier beauftragten Zugangsverbindungen

**Die Zustimmung der Gegenstelle ist Voraussetzung für die Umsetzung des Auftrages!**

Unter Gegenstelle ist hier zu verstehen:

* Verfahrensbeauftragter
* Produktverantwortlicher
* Betreiber

des Zielsystems, der hier beauftragten Zugangsverbindungen.

|  |
| --- |
| **Details der Datenverbindung** |
| **Beschreibung der Anwendung** (für die Auftragsbearbeitung unbedingt erforderlich!):Digitales-Funk- Fernwartungs-System (DFFWS-Server, System Sepura) |
| Quell-IP-Adresse/Netzmaske | Ziel-IP-adresse/Netzmaske | Protokolltyp(TCP/UDP) | Ziel-Port |
| **Hier eigene IP-Adresse eintragen, mit der der LK beim IT.Niedersachsen (IT.N) ankommt.** | 10.17.68.11 / 255.255.255.25510.17.68.24 / 255.255.255.255(System Sepura!!!)Zone „FRONTEND“ | SQL-MonitoringTCPUDPTCP | 1433143458065 |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |

|  |
| --- |
| **Besonderheiten/Anmerkungen** |
|  |

|  |
| --- |
| **Beispiel** |
| **Beschreibung der Anwendung** (für die Auftragsbearbeitung unbedingt erforderlich!):Destruktives Abrechnungssystem zur statistischen Ermittlung der Effektivität im Verfahren „RuDolpH“ |
| Quell-IP-Adresse/Netzmaske | Ziel-IP-adresse/Netzmaske | Protokolltyp(TCP/UDP) | Ziel-Port |
| 10.23.222.64/26 | 10.32.56.64/32 | TCP | 168 |
| 10.23.56.128/26 | 10.234.56.64/29 |  | DNS |
| 10.23.56.64/255.255.255.192 | 10.1.3.4/255.255.255.255 | UDP | 123 |
| 10.23.55.0/255.255.255.0 | 10.32.56.64/32 |  | HTTPS |
| 10.0.56.0/24 | 10.54.32.10/32 |  | SNMP |